
 

AN OVERVIEW OF THE CALIFORNIA STUDENT DATA PRIVACY AGREEMENT 

Introduction: Since the passage of AB 1584, (now found at California Education Code section 49073 .1 ), 
school districts have struggled to incorporate its required provisions in their contracts with digital 
providers. Two reasons account for a large portion of these difficulties. First, school districts often do 
not have the legal resources to negotiate with legally compliant privacy provisions, especially when they 
are negotiating with digital providers who may be resistant to change contract provisions the providers 
have crafted for their own purposes often at considerable expense. Second, other school districts are 
often reluctant to adopt the products for their school district, especially if they do not know whether 
these other agreements have been legally reviewed, and by persons who are comfortable in the new law 
of data privacy. 

The California Student Data Privacy Agreement (referred to here as the "DPA") attempts to tackle these 
two challenges head on. First, it has been reviewed by several sets of legal and subject matter experts 
ranging from the Federal government, private attorneys, and educators working in the data privacy field 
both within the State of California and beyond. Users of this document can know, with a high degree of 
confidence, that it meets both the requirements of Federal and California State law. 

School districts using this DPA for their digital contracts can, by uploading the executed DPA into the 
California Student Privacy Alliance ("CSPA") website, make the DPA available for use by other school 
districts. This includes school districts both within California and outside of California, since California 
is now a member of a nationwide data contract exchange maintained by the Student Data Privacy 
Consortium ("SDPC"). 

Practical Document: Legal compliance was not the only objective of the drafters of this DPA. They also 
sought to make this a practical and useful document; therefore this document contains provisions that 
will be of assistance to those persons, at the District and the Vendors who will administer the digital 
program established by the underlying agreement. We will briefly note some of the more important 
provisions of the DPA: 

(a) Nature of Digital Services: Paragraph 2 of Article I of the DPA describes the service to be
provided by the digital vendor. Such a description is often missing in many digital contracts. Having a 
short and workable summary of the services will also provide a description of the benefits of such a 
service to members of the educational community a vital component in the acceptance and 
dissemination of educational digital products. 

(b) Types of Data to be Transferred: Paragraph 3 of Article I, provides an opportunity for the
Vendor and the District to list the types of student data that the providers will need in order to perform 
its services. This listing can be accomplished either by listing the types of data to be transferred in the 
text of the DPA or by checking the data "boxes" in Exhibit B, the Schedule of Data, attached to the 
DPA. 












































